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According to GrowthEnabler Report “The global IoT market will grow to $457B by 2020, attaining a Compound
Annual Growth Rate (CAGR) of 28.5%. According to GrowthEnabler & MarketsandMarkets analysis, the global IoT
market share will be dominated by three sub-sectors; Smart Cities (26%), Industrial IoT (24%) and Connected Health
(20%). Followed by Smart Homes (14%), Connected Cars (7%), Smart Utilities (4%) and Wearables (3%).”

Forecast about Global IoT Market Share

https://blogs-images.forbes.com/louiscolumbus/files/2017/12/GlobalIoTForecast.jpg
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How it differs when we look at Geographies like India

Total number of vehicles registered in India in 2018=21.6 million 



4

The India Aspect - Continues

Total number of vehicles registered in Delhi in 2018=729,000 



The Above Figures were only 
showing the increment in 

one year
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Total No. of Vehicles added in 2017 in entire Europe : 

18,566,398 ≈18.6 million



Present Landscape of IoT/M2M Architecture
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Current Landscape of IoT Applications in Smart City

Other City Services and 
Departments

vertical Centric Siloed Ecosystem



Issues Plaguing the IoT/M2M Ecosystem

• Security- Device Security, Authentication, Communication Security, Data Integrity, Data Privacy, 
Lawful Interception. IoT also brings existential threat to mankind unlike Cyber Security which affects 
monetarily 

• Interoperability(or lack of it): Due to non-standardised proprietary implementations the 
devices and applications do not interoperate; giving rise to vendor lock-in and therefore higher TCO 

• No Sharing of Data: Sharing of data amongst divergent applications is a key requirement for 
IoT/M2M Deployments. Non-standardised proprietary implementations make it extremely difficult.

• Device Ownership: Ownership of the devices communicating, KYC

• Spectrum Availability

• Addressability: limited address space for mobile devices(10 digit, 13 digit or more..), IPv6?

• Power Supply(long Battery life, energy harvesting..), Software Complexity, Semantics, Self-
management And Self-healing of IoT/M2M devices and Regulatory Aspects (licensing, Service 
Provider Registration etc.)
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Data Sharing Example
• Cars fitted with various sensors send information to the 

manufacturer

• The service provider servicing the car may also need access some 
to the sensor data

• The insurance company providing insurance for the car also 
needs information as to how the car is driven and based on this 

info charges the premium. The fraudulent  insurance claims 
would also be minimised.

• The on-road assistance company would require the location 
information of the car to send appropriate assistance

• The traffic police would like to know accident information to be 
able to manage traffic.

• This information would be useful for the commuters to select 
alternate route
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Other Applications
Like 

❖ Safety and 
Emergency Systems

❖ Car Sharing System
❖ Parking Management 

System
❖ Etc. etc.
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Q. What’s the Solution?

A. Standardised Common Service Layer 

i. e.
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oneM2M Breaks Down the Silos 
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Need for horizontal IoT platform connecting the ”things” 

Other Data Sources

Smart Cities 

Connected 
Car

Smart      
Home

Smart 
Agriculture

Courtesy Hewlett Packard Enterprise 2018

26-08-2019 14

Horizontal Information flow
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Horizontal Approach of oneM2M for the IoT Applications

Communication Networks

Communication Devices and Hardware

Communication Technologies and Protocols

Management Layer Management 
App

Common Service  Layer Management 
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The issue with IoT interoperability is diversity
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Horizontal Cross Domain Interoperability
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What is oneM2M ?



The Common Service Functions in oneM2M Architecture

Registration SecurityDiscovery Group Management

Data Management & 
Repository 

Application & Service 
Management

Device Management
Subscription & 

Notification

Communication 
Management and 
Delivery Handling

Service Charging & 
Accounting

Location
Network Service 

Exposure

CSE

HTTP(S)

CoAP

MQTT

WebSocket

Devices/ Sensors

Applications 
in the Cloud
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Transaction 
Management

Semantics



Strong Implementation Base
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MN-Middle Node :oneM2M Gateway Device (Contains CSE and optionally applications) 

ADN-Application Dedicated Node :The oneM2M Device that contains applications which interface with sensors/actuators 

ADN

Smart Parking Smart Street Light Smart Metering Intelligent Transport

IN-CSE (M2MSP-1) IN-CSE (M2MSP-2)

MN

MN MN MN

ADN

ADN ADN
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oneM2M Training in TEC
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Deployment of IoT Applications : the oneM2M way



oneM2M Feature Summary by Release
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Redundant LAN Fabric

Redundant Fibre Channel SAN Fabric 

External world

Router , Firewall

Application servers

Storage Encryption 
Device

Tape library

Disk Based Backup 
Storage

Database servers
Servers for Miscellaneous Functions

M2M Service 
Provider DoT

Application 
Service Provider

ISP/TSP
1

ISP/TSP
2

ISP/TSP
3

ISP/TSP
5

ISP/TSP
4ADN/MN

PAN

1. M2M Service Provider registers with DoT fulfilling the M2MSP registration Process(Licensed or otherwise!!)

2. Sets up M2M Platform Infrastructure with the common service functions

3. Ties up with one or many TSPs/ISPs for connectivity

4. Application Service Provider(s) approaches M2MSP with their intended application and signs an agreement. The agreement binds 

them for application enrolment and registration, Access Control Policies, use of security framework, device management, discovery 

and other CSFs besides commercial agreements.
5. The ASPs get the Unique AE-ID, Encryption Keys for their application entities
6. The ASPs set up their IN-AE on their platform of choice(Public or private infrastructure).

7. The ASPs roll out devices &  applications in the field

Deployment of Standardised M2M/IoT Ecosystem
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Benefits of using oneM2M Standard
The following are achieved when we use oneM2M based architecture 

➢ Interoperability of devices and applications

➢ Only authenticated and authorized devices can communicate

➢ Information and statistics regarding devices and applications would be available 

➢ Resource utilization can be monitored

➢ Regulations, KYC can be enforced

➢ Certification would become feasible (with standardized test suites) for
❖Devices: Ecosystem of Certified products ensuring interoperability, trust
❖Applications: Sharing of data, interworking, Security
❖Services: Compliance

➢ Data Security and Privacy concerns are addressed in the architecture itself (Lawful interception would 
also become possible)

➢ Data sharing among divergent applications

➢ Integration of divergent applications

➢ Device Management becomes easy



What happens if oneM2M is not Adopted
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Interoperability: Device, Network and Application Level Interoperability can not be achieved. Universal pluggability can 

not be achieved

Security: We would not be able to prevent deployment of unauthorized and unauthenticated devices and applications in

the network which may be a serious threat to the entire ecosystem(and to the mankind)

Due to non-standardized implementation, security (including lawful interception) can not be ensured

Benefits to Local Entrepreneurs: Startup community would not be able to bring innovations as proprietary interfaces 

make application development time-consuming, difficult and expensive

Regulations: Implementation of KYC norms would be extremely difficult. No control over unregulated proliferation of 

devices and applications

Monetization: Monetization of the M2M Service Provider, Application Service Provider, Device Manufacturers would not 

be structured and clear

Licensing: Low-touch-licensing would become no-touch-licensing

Transparency: Obtaining details and statistics about the devices, applications and services would be extremely difficult .
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